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1. Introduction

Technology has become the main driver of contemporary international relations, defining politics, security and economics. It has become a vital part of the global agenda in multilateral forums like the Group of 20 (G20) nations. It is also shaping emerging potential alliances, as is evident from the discussions surrounding the U.K. Prime Minister Boris Johnson’s proposed “D-10” (a coalition of ten democracies to create an alternative supply chain of 5G and other emerging technologies) or a similar proposal by two former U.S. State Department Officials—Jared Cohen and Richard Fontaine—to bring together the “T-12” group of techno-democracies (countries with top technology sectors, advanced economies, and a commitment to liberal democracy). Keeping up with this broader trend of technology-based partnerships, India, Israel, and the U.S. can carve out a trilateral cooperation focusing on defence technology. Such potential collaboration will capitalise on the existing robust bilateral defence and security cooperation amongst the three countries. It also promises to give a technological edge to their militaries, develop interoperability, and provide opportunities for exports.

This report studies the potential of such a trilateral defence technology partnership and identifies opportunities and challenges for initiating it. After discussing the rationale for such cooperation, it reviews the existing bilateral defence cooperation between the three countries, focusing on the co-development of technologies. Following this, the report examines the defence innovation base and start-up ecosystems in Israel, the U.S., and India; and identifies emerging technologies for initiating this cooperation. The report concludes by recommending steps to develop this partnership.


2. Imperative for a Trilateral Defence Technology Partnership

Despite its flourishing technological-industrial innovation base, the U.S. is now confronted with the reality that it no longer enjoys the absolute lead in many emerging technologies, especially in the defence sector such as drones, robotics, artificial intelligence (AI), and quantum computing. Its principal adversaries, China and Russia, have pursued the same set of technologies to reduce their capability gap with the U.S. and attain competitive advantage. In 2017, Russian President Vladimir Putin had declared that the country which takes the lead in AI will rule the world. China has identified these technologies as strategic technologies and anchored its flagship national policies such as “Made in China 2025” industrial strategy on them. In the Chinese Communist Party’s conception, these technologies are multi-use, which blurs the distinction between civil and military, thereby allowing the Party to utilise these technologies not just for national governance and industry, but for defence and security as well. Beijing has also joined hands with Moscow to collaborate and innovate on these technologies.

China’s confrontationist attitude against its neighbors and adversaries— as seen in the ongoing border standoff with India in Ladakh—coupled with its determined efforts to take the lead in emerging technologies, make it imperative for India, the U.S. and other like-minded countries to bolster their existing research and development activities in such technologies. Though technological advancements are taking place at breakneck speed, it is clear that a solo national effort in developing and adopting critical technologies won’t go far.

Therefore, India and the U. S. need to expand their effort and enlist another close partner, Israel, to advance their technological goals.

The financial logic of such an effort becomes even more apparent in the face of the challenge of a once-in-a-century pandemic of COVID-19, which has strained economies and resource mobilisation, and distracted many countries from their strategic goals. If such cooperation is undertaken, it will enable cost-sharing for innovation, leading to optimal use of finite budgetary resources and achieving economies of scale.

---

For the United States:

- Israel is a principal military ally in West Asia. It is a technologically advanced partner for research and development in emerging technologies in defence and cybersecurity and also other domains such as renewable energy and food security.\(^7\) Israeli defence companies such as Israel Aerospace Industries (IAI) have an extensive engagement with U.S. defence companies like Boeing and Lockheed Martin. Silicon Valley majors such as IBM, Intel and Google have tapped into Tel Aviv’s start-up ecosystem for years.

- India has emerged as a principal U.S. partner in the Indo-Pacific and offers a large market for its defence industry. The U.S. has developed a thriving defence and security partnership with India since signing the “Framework Agreement for Defence Cooperation” in 2005 (renewed in 2015).\(^8\) In 2020, the ties were elevated to a “comprehensive global strategic partnership.”\(^9\)

For Israel:

- Substantial American foreign and military aid has enabled Jerusalem to achieve a qualitative military edge over its quantitively superior Arab neighbors.\(^10\) Israel has used American aid to innovate and develop military hardware such as the Iron Dome and David’s Sling missile and air defence systems, providing its territory and population much-needed protection from rockets and projectiles fired from neighboring territories. As a Major Non-NATO Ally (MNNA) of the U.S., it gets specific military benefits like advanced defence technologies on a priority basis and intelligence-sharing.\(^11\) The high degree of mutual trust between the two countries is also evident with Israel being the only country to receive unfettered access to American military technology and equipment such as the F-35 fighter jet.\(^12\)

- India is the largest purchaser of Israel’s weapons, which has provided the latter’s defence industry much-needed, stable access to a larger market and funding for its R&D.\(^13\) There is also extensive people-to-people contact between the two countries. Joining hands with India in expanding the scope of bilateral defence cooperation to include the U.S., will not only reinforce its access to the Indian market, but also offer opportunities for exports to emerging markets in Asia and Africa—India’s traditional defence export destinations.

---


For India:

A potential trilateral defence cooperation will build on the robust bilateral defence and security cooperation developed in the last decade with the U.S. and Israel. Both countries are major defence suppliers to India. They have also taken the initial steps in joint R&D with India’s state-owned defence R&D base.

- **Israel:** Driven by the shared threat perception of being surrounded by hostile neighbors, India-Israel relations have come a long way since the establishment of diplomatic relations in 1992.14 Israel’s annual arms sales to India averages $1 billion and is the mainstay of the bilateral relationship. The purchase of various radar and missile defence systems along with drones and avionics (see Table 4 in appendix) from Israel have augmented the Indian military’s surveillance and operational capabilities.15 Israel has supplied India satellite imagery, hand-held thermal imagers and night vision devices which have proved particularly valuable in counterterrorism operations.16

Israel has aligned itself with the ‘Make in India’ initiative which has prioritised the development of a domestic defence industry.17 Both countries have co-developed and operationalised the Barak-8 air and missile defence system.18 They have expanded this cooperation by setting up a bilateral sub-working group on defence industrial cooperation, in September 2020, to focus on technology transfer, co-development and co-production, AI, innovation and joint export to friendly foreign countries.19

The three major Israeli defence companies—IAI, Rafael Advanced Defense Systems and Elbit Systems—have multiple, long-term joint ventures with Indian private sector companies including Bharat Forge, Tech Mahindra, Adani Group and Tata Advanced Systems to produce niche sub-systems and homeland security systems (see Table 5 in appendix). For instance, the joint venture between Elbit Systems and Adani Defence and Aerospace operates in Hyderabad, the only facility outside Israel which produces the Hermes 900 unmanned aerial vehicle (UAV).20 In fact, Israeli companies have been quick to identify and use the unique technological solutions offered by Indian companies. A prominent example is Bengaluru-based Tonbo Imaging, whose specialised electro-optics technology has been part of Rafael and IAI’s precision-guided bombs for years.21

---

• **United States:** Since formalising defence cooperation, India has been inching up the ladder in the U.S. defence bureaucracy: In 2016, it acquired the unique status of ‘Major Defense Partner’ which opened access to advanced American defence technology. In 2017, the updated National Security Strategy described India as a “leading power and stronger strategic and defense partner”. 22 This was followed by India receiving the Strategic Trade Authorisation-1 status in 2018, enabling it to access dual-use high technology items—a major breakthrough as India had been denied these technologies for a long time. 23

Defence trade and technology co-development and co-production are the two most important dimensions of this relationship. Between 2005 to 2020, the bilateral defence trade was $20 billion (see Table 4 in appendix). 24 American defence equipment has added considerable value to the Indian military’s power projection and surveillance capabilities, particularly in the Indo-Pacific domain.

Beyond defence trade, India’s persistent efforts to achieve self-reliance in defence have offered opportunities for bilateral engagement in technology co-development and co-production through the Defence Technology and Trade Initiative (DTTI) mechanism, created in 2012. 25 While the initial focus of this cooperation was on basic technologies—identified as ‘pathfinder projects’, 26 the approach has evolved into a focus on customised technologies, which are mutually beneficial. Current projects include co-development of air-launched drones and lightweight small arms technology (see Table 1). 27 Also as part of the DTTI, the U.S. is working with India on aircraft carrier design. These technologies are still in the exploratory phase and therefore demonstrable progress is slow.

<table>
<thead>
<tr>
<th>Table 1: India-U.S. defence technology cooperation</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Near term projects</strong></td>
</tr>
<tr>
<td><strong>Medium-term projects</strong></td>
</tr>
<tr>
<td><strong>Long-term projects</strong></td>
</tr>
</tbody>
</table>

*Source: Gateway House Research*


Through commercial joint ventures between American and Indian companies, India has built a substantial defence-industrial capability, enabling domestic players, like the Tata Group and Bharat Forge, to manufacture and export subsystems as an active participant of the global supply chain (see Table 5 in appendix).\textsuperscript{28}

It is these existing bilateral partnerships that a trilateral cooperation will seek to synergise and expand. A focus on emerging technologies, taking advantage of the deep defence innovation in Israel and the U.S., will offer a clear pathway to initiate and develop this cooperation.

The idea of a trilateral cooperation is not unknown—but it is unfulfilled. In recent years, Indian American diaspora associations along with Jewish American associations in the U.S. have repeatedly raised the idea of a technology triangle between the three countries.\textsuperscript{29} Similarly, in September 2020, Bonnie Glick, then Deputy Administrator of the United States Agency for International Development (USAID) revealed that the three countries had explored initial cooperation in 5G mobile communication technology.\textsuperscript{30}

**Challenges**

These strategic convergences notwithstanding, Israel and India's defence relations with other countries pose challenges for this potential trilateral cooperation. Among these are India's Cold War-origin defence ties with Russia. India has veered away from Russia in the last decade with the emergence of Israel and the U.S. as principal weapons suppliers. Yet, in recent years India has purchased some major equipment from Russia including Sukhoi-30 fighter jets, Admiral Grigorovich-class stealth frigates and S-400 missile system; the purchase of the latter has caused considerable irritation in the India-U.S. bilateral relationship. India has explained the rationale of acquiring this system to the U.S. Still, under the Countering America’s Adversaries Through Sanctions Act, the latter is obliged to impose sanctions against countries that engage in significant transactions with Russia’s security establishment. Washington has repeatedly emphasised that New Delhi is unlikely to get a waiver from these sanctions. This issue is expected to generate friction as the delivery of the S-400 is scheduled to begin by end-2021.

---


Israel's defence ties with China and Pakistan are another factor influencing this trilateral cooperation. Israeli arms sales to China began in the 1980s and flourished over the years. But by late 1990s, concerned with the qualitative upgrade of Chinese military capabilities, the U.S. began to veto Israeli arms sales including a highly lucrative deal involving the sale of the Phalcon airborne early warning radar system. In 2005, reported sales of Harpy drones to China prompted the U.S. to show its resentment by imposing sanctions on Israel. It also resulted in signing of an agreement called “Declaration of Understanding on Technology Exports”, which formally halted Israeli arms sales to China. Since then, no additional official sales to China have been reported. However, the Israeli media has reported some instances of unofficial and illegal sales to China, including a recent example of “armed loitering missiles”/“suicide drones” sale, which is now under Israeli Police investigation. Earlier, Israeli media had also reported similar sales to Pakistan.

These defence ties with other countries may complicate the partnership as they may be perceived as disregarding other partners’ security interests. Therefore, for the trilateral collaboration to succeed, the three countries must address their differences and develop a shared understanding of the threat environment, particularly in the Indo-Pacific.

36 Israel Police (@IL_police), “In recent months, more than 20 Israeli citizens, including those from the defense industry, have been questioned on suspicion of engaging in the development, production, testing and sale of illegally roaming missiles for a country in Asia. The investigation revealed that they received instructions for action from entities related to the same country, in exchange for receiving funds and benefits”, Twitter Tweet, February 11, 2021, https://twitter.com/IL_police/status/1359817404503777283.
3. Capitalising on Defence Innovation and a Start-Up Ecosystem

Collaborating and building on defence innovation capabilities is key to achieving a long-term advantage in defence research and development. Therefore, to develop an India-Israel-U.S. defence technology partnership, the necessary starting point must be the existing defence innovation bases or start-up ecosystems in Israel and the U.S. These have provided the required technological capabilities to their respective militaries for years. India too has begun to harness the potential of the start-up ecosystem as part of its broader efforts to achieve self-reliance in defence.

In the U.S., compared with the initial technological innovation which originated in government-funded research facilities, today the locus has decisively shifted to the start-up ecosystem in Silicon Valley. This shift happened due to:

1. A decline in the defence R&D budget (from more than 1.2 percent of Gross Domestic Product (GDP) in 1976, to 0.8 percent of GDP in 2019).  

2. Investment by the flourishing tech majors like Google and Amazon, in innovative technologies such as robotics and quantum computing.  

3. The enormous amount of venture capital investment in tech start-ups.

The 2017 National Security Strategy acknowledged that the private sector had taken a lead over federal government agencies and underlined the need for the federal government to tap into these private capabilities. The Pentagon still spends a substantial amount of money on R&D as compared to many other industrialised economies—$59 billion as per the 2021 budget request. However, its pace of R&D and innovation is simply insufficient to maintain a lead over China, which not only stole technologies from the West but also consistently expanded investment in R&D over the last two decades and drafted its private sector into this effort. These investments have intensified under the “Made in China 2025” industrial strategy.

One prime example of Silicon Valley’s lead in emerging technologies is quantum computing.


technology which can be applied to a variety of defence applications such as navigation, radar systems and sensing. Even as the U.S. plays catch-up with China in quantum research, American tech giants IBM and Google have already achieved breakthroughs. In 2019, IBM unveiled Q System One, the first commercial quantum computer. This was followed by Google, which claimed quantum supremacy while unveiling Sycamore, its own quantum computer.

The Pentagon has tried to tap into Silicon Valley innovations by setting up the Defense Innovation Unit (DIU, earlier known as DIUx). Headquartered in Mountain View, California, in the heart of the Valley, DIU works closely with the tech industry and start-ups to shortlist, fund and develop emerging technologies including AI, autonomous systems, cyber, space, human systems, and advanced energy and materials. A key obstacle for engaging start-ups in the defence sector is that start-ups view the defence establishment as bureaucratic and its acquisition procedures as cumbersome.

But by co-locating itself in the Silicon Valley and hiring staff from the tech and start-up community, the Pentagon has attempted to align itself with the vibrant start-up ecosystem and cut through traditional bureaucratic red tape to develop new technology and integrate it into the military.

DIU has faced resistance from the risk-averse defence bureaucracy, but it promises to bring a change. For instance, working with partners from the Valley, the DIU developed and demonstrated a submarine-launched unmanned aerial system within a record time of eight months from the project’s commencement in May 2019. By September 2020, this system had already been deployed in the submarine fleet, something which typically takes years in the Department of Defense’s standard—often described as ‘antiquated’—acquisition procedure.

Compared to the U.S., Israel takes a more organic approach to defence innovation, by synchronising the military, academia, defence industry, start-ups and investors. This has created a thriving defence innovation base centered around Tel Aviv and positioned Israel as a technologically advanced military power.

---

49 Ibid.
There are multiple factors undergirding Israel’s approach to defence innovation.

- Foremost is the Jewish perception of ‘siege mentality’ — a belief that the world is predisposed to behave negatively towards them. Since its creation, Israel has been surrounded by hostile neighbors, which has led to the ingrained belief, in Israel’s national and military leadership, that the only way to overcome this hostile strategic environment is by attaining a qualitative military edge over its adversaries.  

- Another factor is a “double feeding” phenomenon — whereby knowledge about the military’s technological requirements constantly circulates through the ecosystem due to conscription or compulsory military service. So, people who have served in the military become part of the tech industry, academia and start-up ecosystem, and are well aware of their military’s requirements.

- Conscription also means that most of Israelis get an exposure to technology, either through the intelligence apparatus, coding or cyber security. This creates a valuable tech-savvy resource pool for the country’s technological-industrial ecosystem.

- Funding is also important: Israel has consistently topped the global charts for spending upwards of 4% of its GDP on R&D.

These factors make Tel Aviv the second-best innovation base, after Silicon Valley, earning Israel the tag of “Start-up Nation.”

Due to Israel’s geography, this ecosystem is close-knit with most of the critical actors being co-located. This ingrained advantage has been utilised by the Israeli Ministry of Defense’s Directorate of Defense Research & Development (also known as Maf’at), Israel Defense Forces (IDF) and the industry and start-ups to apply emerging technologies for defence use. For instance, the Iron Dome system developed with U.S. assistance uses AI to analyse incoming missiles and determine if people are in danger. Likewise, the IDF has used AI to understand videos and read out the events taking place on the screen.

The IAI too has sought to promote start-ups through an accelerator track, which encourages select start-ups to develop new technologies based on AI.
India has begun to look at start-ups as a way to equip its military with niche technology capabilities. Drawing from the U.S.’ DIU experience, India launched a Defence Innovation Organisation and Innovations in Defence Excellence (iDEX) program in 2017 to work with the R&D institutes, academia, industry, start-ups and individual innovators to create solutions to overcome the military’s technological shortcomings. Early technologies identified by iDEX for R&D include soldier protection systems, secure hardware encryption devices, GPS anti-jam devices, unmanned surface and underwater vehicles, and 4G/LTE tactical local area network, among others. According to the government, more than 300 start-ups are currently engaged by the iDEX program. To learn more from DIU experience on engaging start-ups, India and the U.S. have also agreed to assign Indian liaison officers to the DIU’s unit in Silicon Valley.

There is an opportunity to take this one step forward by joining hands with Israel and the U.S. on emerging technologies. This potential collaboration must conjoin the three innovation hubs of Silicon Valley, Tel Aviv and Bengaluru to capitalise on their respective strengths and declared national technology priorities. As Table 2 shows, Bengaluru and Hyderabad, separated by roughly 550 kms., have a vibrant defence industrial base with multiple defence public sector units, the Defence Research and Development Organisation (DRDO) research establishments, private sector companies (including joint ventures with American and Israeli companies) and several start-ups in the defence and aerospace sector which are already contributing in various capacities to India’s defence and space needs.

---

Table 2: Defence-industrial base in Bengaluru and Hyderabad

<table>
<thead>
<tr>
<th>Defence Public Sector Units</th>
<th>DRDO Establishments</th>
<th>Private Sector</th>
<th>Start-ups</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Hindustan Aeronautics Limited, • BEML Complex, • Bharat Electronics</td>
<td>• Aeronautical Development Establishment • Centre for Artificial Intelligence &amp; Robotics, • Defence Avionics Research Establishment</td>
<td>• Taneja Aerospace and Aviation • Tata Power Strategic Engineering Division</td>
<td>• Tonbo Imaging • Aadyah Aerospace • Axio Biosolutions • Bellatrix Aerospace* • Aurora Integrated Systems • HyperVerge (Geospatial) • Optimized Electrotech • CM Envirosystems • Indian Institute of Science, Bangalore*</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>BENGALURU</th>
<th>HYDERABAD</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Bharat Dynamics Limited • Mishra Dhatu Nigam Limited • Bharat Electronics-Hyderabad unit • BrahMos Integration Complex • HAL Avionics Division</td>
<td>• Defence Electronics Research Laboratory • International Advanced Research Centre for Powder Metallurgy and New Materials*</td>
</tr>
</tbody>
</table>

* Civilian aerospace start-up  # Incubator  @ Under the Department of Science and Technology

Source: Gateway House Research
<table>
<thead>
<tr>
<th>Technology</th>
<th>Details</th>
</tr>
</thead>
</table>
| Quantum Science             | • This technology is still in nascent stages but has wider implications for encrypted communications, cryptography, aerospace engineering, radar, modelling and simulation, navigation etc.  
|                             | • Israel’s defence ministry has allocated approximately $91 million (NIS300 million) for research on quantum technology including sensors and encryption. It also has an industrial and academic consortium for studying quantum-based military and civilian applications.  
|                             | • The U.S.’ National Quantum Initiative Act has allocated $1.2 billion for research in quantum technology.  
|                             | • India too has announced the National Mission on Quantum Technologies & Applications.  
| Artiﬁcial Intelligence      | • Current applications include image and text analysis for data analysis purposes, logistics, assistance in decision-making, autonomous vehicles and aerial systems, cyber security etc. Additionally, AI can also be used for security, surveillance and inventory management.  
|                             | • An example of application of this technology is the controversial Project Maven between Google and the U.S. Department of Defense, intended to enhance targeting and surveillance capabilities of drones on the battlefield.  
|                             | • In India, a task force on AI by the Ministry of Defence has proposed setting up of the Defence AI Project Agency. The report also noted the use of AI for combat systems and recommended joining hands with start-ups for development of the technology.  
|                             | • India and U.S. are also part of The Global Partnership on Artificial Intelligence, which focuses on devising rules for governing the use of AI.  

---

<table>
<thead>
<tr>
<th>Technology</th>
<th>Details</th>
</tr>
</thead>
</table>
| UAVs and Drones     | • Drone technology is already becoming cheaper and today offers far more sophisticated capabilities. Harnessing U.S. and Israeli expertise in drones, focus can be on enhancing border surveillance, counter-terrorism operations and penetrating and neutralising enemy air defence systems through swarm drones.  
• India and U.S. have previously explored R&D on the hand-launched Raven drone system as part of defence technology cooperation.  
• Under the iDEX program, India is testing underwater drone prototypes from Eyerov Technologies. 74                                                                 |
| Blockchain          | • This technology has its potential uses in cyber security, secured communications, logistics support and supply chain management etc. Israel's expertise in cyber and cryptography gives it a unique advantage in development of blockchain technology. |
| Autonomy and Robotics| • In addition to surveillance, robotic systems can perform many tasks, considered risky for humans like countermining and bomb defusal. They can perform complex navigation and react in real-time in a threat environment.  
• IAI's current robotic systems can perform counter-IED operations and supply deliveries, fully autonomously or with human intervention. 75  
It is currently researching swarm robotics.  
• In India, the Centre for Artificial Intelligence and Robotics of the Defence Research and Development Organisation is currently researching industrial and mobile robots. 76 |
| 5G/6G               | • India, Israel and the U.S. have already explored 5G technology as an area of initial cooperation. This can be taken forward to look at software-based rather than hardware-based systems such as the Open Radio Access Network or O-RAN. 77  
The three countries can also explore next generation 6G mobile communication standard, which is still at the theoretical stage. 78 |

<table>
<thead>
<tr>
<th>Technology</th>
<th>Details</th>
</tr>
</thead>
</table>
| Additive Manufacturing                         | • It is already being used in manufacturing of aerospace and naval systems components. The technology may be particularly useful to fulfill operational requirements in a combat environment such as printing spare parts or components of a damaged equipment.  
• Israel already is one of the biggest users of 3D printing and manufactures about 40% of 3D printers worldwide.  
• The U.S. Army Research Laboratory has successfully demonstrated 3D printing of a drone in experimental environments. The possibilities for application are endless as evident from another experiment where researchers from Princeton University 3D printed a bionic ear which can receive and transmit sound, pick up radio signals and also hear signals a million times higher than a human ear. |
| Advanced Battery Technology and Power Sources   | • Autonomous systems including robots and drones critically depend on battery power.  
• The U.S. Department of Defense has invested in R&D for a more durable lithium-ion battery as well as to develop new battery materials including lithium-sulfur, which would offer better and more stable performance. India and the U.S. had previously explored a mobile electric hybrid power sources project as part of bilateral defence technology cooperation, to consider ways to provide power for soldiers deployed in remote locations.  
• IDF too has explored alternative battery power sources. |

Source: Gateway House Research

As evident, Israel and the U.S. have already reached an advanced stage of research and cooperation for many of these technologies — compared to India which is still discussing the implications of some technologies like AI and quantum computing, and expanding its technological capabilities in others — such as robotics.

These are disruptive technologies and will shape military doctrines and direct the nature of future warfare. A glimpse of this disruption was available during the fighting between Armenia and Azerbaijan in September-November 2020 over the disputed Nagorno-Karabakh territory. During the fighting, Azerbaijan deployed armed drones (purchased from Israel and Turkey) and smart weapons to inflict significant damage on Armenia, which relied on its air defences and tanks.

This example, along with similar experiences from the battlefields in Syria and Libya, demonstrates that “software-first” technologies like AI-enabled drones and robotics will play a decisive role in determining the outcomes of the wars of the future.84

This collaboration also offers opportunities for the Indian IT companies which have done coding for the Indian military, to play a major role. Companies such as Tata Consultancy Services, Wipro and HCL Technologies can help the Indian military better identify global technological trends and participate in defence innovation.

These technologies provide a good foundation for trilateral defence cooperation, which will give a technological edge to their respective militaries. Acquisition of these capabilities will particularly augment options for the Indian and American militaries in dealing with an aggressive China, which has adopted a hybrid warfare strategy against its adversaries.

In many cases, the military can serve as a potential incubator for these technologies. The dual-use characteristic of these technologies means they will have additional potentially beneficial uses, beyond the military ones.

One key policy change that will greatly enable this collaboration is the reduction in the lengthy defence acquisition procedures of India and the U.S. In India, typically such acquisitions take upwards of seven to eight years in the case of major weapons systems. But, ideally, acquisitions should not take more than three to four years. This would be necessary if the start-ups are to play a larger role not just in this trilateral initiative but also in the defence sector, since longer timelines don’t fit with start-ups’ business models. Successive Indian governments have tried with limited success to reduce the duration of acquisition procedures. However, risk-averse bureaucracies are unwilling to significantly shorten this process.

4. Shaping the Trilateral Partnership

The materialisation of this partnership should proceed on the following timeline spread over a decade.

To achieve these goals, the three partners must work on the recommendations below:

General

1. Initiate formal collaboration between iDEX, Maf’at and DIU
Building on the existing formal bilateral interactions between the defence bureaucracies, the three countries can initiate discussions for a formal collaboration between India’s iDEX, Israel’s Directorate of Defence Research & Development (Maf’at) and the U.S.’ DIU. Much like bilateral collaborations, this trilateral collaboration can focus on identifying emerging technologies, useful for their respective militaries and appropriate for start-up collaboration. They can then initiate flagship R&D programs around these technologies to develop use case scenarios. Alternatively, a joint group can be established to identify emerging technologies and monitor developments around them in the short term, before deciding to collaborate on them.

2. Define interoperability for the three militaries
A key dimension shaping this trilateral partnership will be developing interoperability among the three militaries. For this, the three partners should define their conceptions of interoperability and elaborate which elements of the force structure should be interoperable. A useful definition of interoperability from the U.S. Department of Defence is “The ability of systems, units, or forces to provide services to and accept services from other systems, units, or forces, and to use services so exchanged to enable them to operate effectively together.” 86 The three militaries should also institute an annual joint exercise to develop and understand the challenges in achieving interoperability. 87 Such an exercise should be geared towards countering hybrid warfare.

3. Develop a Silicon Valley-Tel Aviv-Bengaluru start-up corridor

A critical aspect of this trilateral collaboration will be a start-up corridor involving Silicon Valley, Tel Aviv and Bengaluru, which can bring together the innovation communities located in these geographies to contribute to this partnership. To enable these partnerships, a seed fund can be created by the three countries to offer initial funding to the start-ups’ ideas, even before they reach technology demonstration/prototype stage. The seed fund may take the form of a multi-year commitment from the three countries. As in the case of Israel, the military establishments can encourage the start-ups by incubating their ideas and technologies and also provide an avenue for commercialisation by being their first customers. A positive step has already been taken to lubricate the possibility: Air India has begun direct Bengaluru-San Francisco flights; a partnership will create the demand for Bengaluru-Tel Aviv flights as well. Academic collaborations between institutions from the three countries can be explored. Potential partners can be the Indian Institute of Technology Hyderabad (India), Weizmann Institute of Science (Israel) and the Massachusetts Institute of Technology (United States).

4. Establish an annual hackathon and a start-up accelerator

One way to forge collaboration between the start-ups of the three countries is to hold hackathons where the militaries of the three countries conceptualise problem statements with a focus on emerging technologies. To participate, teams will need representation (either a start-up, an individual innovator or academia) from all the three countries. Selected winners may then be given an opportunity to be part of a start-up accelerator, set up by the three countries. The Indian and U.S. armies held an event in 2008 in Agra, called MAV08 encouraging innovators from the two countries to develop viable Micro Air Vehicles technology.

5. Invite Israel to the G20 Summit in India in 2023

India will be host to the G20 nations in 2023. The G20 does not deal with defence cooperation issues, but it is the world’s most influential economic multilateral forum. More importantly, its members include 11 of the world’s top 20 arms exporters. The host country can invite non-G20 members, countries and organisations, through the regional consultation mechanism process. India can leverage this to make a symbolic gesture and invite Israel to attend the G20 Summit. With its unique experience in start-ups and innovation, Israel will fit the bill at the G20 meetings.

---


89 The Massachusetts Institute of Technology is considered here due to its substantial involvement in defense research, though it is geographically not located closer to the Silicon Valley in the U.S.


U.S. specific

6. Designate India as a Major Non-NATO Ally
Influential American lawmakers in the U.S. have made repeated efforts to draw India into the U.S. ambit by designating it as an MNNA, most recently in 2019. These efforts are yet to bear fruit. India has already been uniquely designated as Major Defense Partner. Yet, within the defence and other bureaucracies, there is much less clarity on how this designation is to be used to treat India on a priority basis—precisely because such a status had no precedent. Therefore, the U.S. government must designate India as an MNNA. It will be a symbolically important push within America’s bureaucratic decision-making to prioritise India, and also bring it on par with Israel. Moreover, India can accrue specific benefits after MNNA designation including access to advanced defence and commercial space technologies from the U.S. on a priority basis.

Israel-specific

7. Replicate India’s collaboration with DIU
India and the United States have agreed to place an Indian liaison officer at the DIU in Silicon Valley. Israel should propose replicating the same by having an Indian officer at Maf’at to understand Israel’s Defence Ministry’s coordination with other stakeholders of the innovation eco-system: IDF, the industry and the start-ups.

India-specific

8. Identify Bengaluru-Hyderabad as an ecosystem to align with Silicon Valley and Tel Aviv
Taking advantage of the defence-industrial facilities and start-ups in Bengaluru and Hyderabad, India should explore creating the Bengaluru-Hyderabad defence start-ups corridor, along the lines of the defence industrial production corridors in Uttar Pradesh and Tamil Nadu. Like the T-Hub incubator in Hyderabad, separate start-up hubs for the defence sector can be established as part of this, which will bring together serving and retired military officials, mentors and officials in-charge of ‘Startup India’ to guide individual innovators and start-ups. One important dimension of this will be to create an academic institution—Indian National Defence Technology University either in Bengaluru or Hyderabad, preferably with private sector funding. The academic institution will not only conduct fundamental research on emerging technologies but also have a testbed facility to evaluate technologies. In addition, the university can offer solutions to customise technology to the military’s requirements.
5. Conclusion

Rapid technological advancements today will ensure that those nations which harness and adapt them will be ahead of their competitors. It is imperative that India, the U.S. and Israel join hands to expand their advantage. Each country with its unique advantage in the field of science and technology, innovation and start-ups can make a significant contribution to this collaboration. This trilateral partnership holds the promise to advance regional stability and international security.
### 6. Appendix

Table 4: India’s major defence purchases from the U.S. and Israel

<table>
<thead>
<tr>
<th>AIRCRAFTS &amp; HELICOPTERS</th>
<th>UAVS</th>
<th>AIR DEFENCE SYSTEMS</th>
<th>MISSILES</th>
<th>SENSORS AND RADARS</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>India’s defence purchases from the U.S.</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>MH-60 Seahawk maritime helicopters</td>
<td>MQ-1 Predator (on lease)</td>
<td>AGM-114L-3 Hellfire missiles</td>
<td>AN/APG-78 fire control radars</td>
<td></td>
</tr>
<tr>
<td>AH-64E Apache attack helicopters</td>
<td></td>
<td>AGM-114R-3 Hellfire II missiles</td>
<td>AN/APR-48B modernised radar frequency interferometers</td>
<td></td>
</tr>
<tr>
<td>Chinook CH-47 heavy-lift transport helicopters</td>
<td></td>
<td>Harpoon anti-ship missiles</td>
<td>MTADS-PNVS</td>
<td></td>
</tr>
<tr>
<td>C-17 transport aircraft</td>
<td></td>
<td>Stinger man-portable air defence missiles</td>
<td>GPS inertial navigation systems</td>
<td></td>
</tr>
<tr>
<td>C-130J transport aircraft</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>P-8I Neptune maritime patrol aircraft</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>India’s defence purchases from Israel</strong></td>
<td>Heron drones</td>
<td>Spyder AAM</td>
<td>Phalcon</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Searcher drones</td>
<td>Barak LR</td>
<td>EL/M 2032</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Harop drones</td>
<td></td>
<td>EL/M-2083 aerostat radars</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Derby Harop</td>
<td>EL/M-2080 Green Pine radars</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Python-5</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>SPICE-2000</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Griffin</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Spike ATGM</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Raptor/Crystal Maze ASM</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

*Source: Gateway House Research*
<table>
<thead>
<tr>
<th>U.S.</th>
<th>Israel Aerospace Industries, Rafael Advanced Defence Systems, DRDO, Bharat Electronics Limited</th>
<th>Joint venture called Hela Systems manufactures communications, electronic warfare, and homeland security systems</th>
</tr>
</thead>
<tbody>
<tr>
<td>Boeing</td>
<td>Tata Advanced Systems, Dynamatic Technologies</td>
<td>Manufacturing of UAVs</td>
</tr>
<tr>
<td>Sikorsky Aircraft Company</td>
<td>Tata Advanced Systems</td>
<td>Aero-structures and other parts</td>
</tr>
<tr>
<td>ELTA Systems (division of Israel Aerospace Industries)</td>
<td>Tata Advanced Systems</td>
<td>Joint venture called BF Elbit Advanced Systems supplies artillery guns and mortars</td>
</tr>
<tr>
<td>Israel Aerospace Industries</td>
<td>Dynamatic Technologies</td>
<td>UAVs</td>
</tr>
<tr>
<td>Elbit Systems</td>
<td>Bharat Forge</td>
<td>Cyber security technologies</td>
</tr>
<tr>
<td>Israel Aerospace Industries, Wipro Aerospace</td>
<td>Elbit Systems</td>
<td>Small armsSystems manufactures missile sub-systems</td>
</tr>
<tr>
<td>Elbit Systems</td>
<td>Adani Defence &amp; Aerospace</td>
<td></td>
</tr>
<tr>
<td>Elta Systems</td>
<td>Tech Mahindra</td>
<td></td>
</tr>
<tr>
<td>Rafael Advanced Defence Systems</td>
<td>Kalyani Strategic Systems Ltd.</td>
<td></td>
</tr>
<tr>
<td>Israel Weapon Industries</td>
<td>Punj Lloyd</td>
<td></td>
</tr>
</tbody>
</table>